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Wednesday, 29 October 2025

Event Registration

Welcome & Introduction
▪ Kim Macaulay, SVP Information and Data; CIDO, IATA

Keynote Address

ICAO Assembly 42nd Session Outcomes
Learn about the key discussions and outcomes from the ICAO 42nd Assembly, 
including updates on cybersecurity and key insights that will shape international 
aviation policy over the next triennium.
▪ Mariusz Pyzynski, Assistant Manager Aviation Cybersecurity, IATA  

NETWORKING BREAK

Current and Future Conflicts in International, Regional, and National 
Cybersecurity Regulations
This session explores the growing complexity of cybersecurity regulations in 
aviation. Gain an airline’s perspective on navigating overlapping requirements and 
striving for regulatory alignment in a fragmented global landscape.
• Michael Schmid, Senior Manager Cyber Regulatory, Deutsche Lufthansa AG

Toward a Harmonized Cybersecurity Baseline: The IATA Cybersecurity and 
Resilience Management Framework (ICRMF)
Explore the IATA Cybersecurity and Resilience Management Framework (ICRMF), a 
flexible, self-assessment-based guideline developed to help airlines enhance 
cybersecurity maturity, navigate global regulatory complexity, and steer IOSA 
cybersecurity SARPs.
▪ Cameron Wright, Head of Aviation Cybersecurity Policy & Compliance, IATA
▪ Mariusz Pyzynski, Assistant Manager Aviation Cybersecurity, IATA  
▪ Airline, TBC

ICRMF Roundtable Introduction
Get ready to dive into the ICRMF roundtable experience! This session will guide you 
through the structure of the interactive exercise, what to expect, and how you’ll 
actively contribute to shaping practical insights around the framework.
▪ Cameron Wright, Head of Aviation Cybersecurity Policy & Compliance, IATA

LUNCH BREAK

08h00 – 09h00

09h00 – 09h15

09h15 – 10h00

10h00 – 10h15

10h15 – 10h45

10h45 – 11h30

11h30 – 12h15

12h15 – 12h30

12h30 – 13h30
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ICRMF Roundtable: Applying the Framework in Practice
Participate in a moderated roundtable exercise to explore the practical application 
of the IATA Cybersecurity and Resilience Management Framework (ICRMF) and 
actively contribute to shaping practical insights around the framework. Engage 
directly with peers to evaluate how the framework aligns with real-world airline 
operations and regulatory challenges.
▪ Cameron Wright, Head of Aviation Cybersecurity Policy & Compliance, IATA
▪ Mariusz Pyzynski, Assistant Manager Aviation Cybersecurity, IATA  

NETWORKING BREAK

ICRMF Roundtable Recap: Insights and Outcomes
This session will provide a summary of the ICRMF roundtable discussions, 
highlighting key takeaways, shared perspectives, and practical insights gathered 
from participants during the interactive exercise.
▪ Cameron Wright, Head of Aviation Cybersecurity Policy & Compliance, IATA

Third-Party Cybersecurity Assurance Program Survey: Key Findings and 
Industry Insights
This session presents the results of IATA’s Third-Party Cybersecurity Assurance 
Program (CAP) Survey, conducted as part of the broader Third-Party CAP study. 
Discover key trends, challenges, and perspectives shared by industry stakeholders 
on managing third-party cybersecurity risks.
▪ Mariusz Pyzynski, Assistant Manager Aviation Cybersecurity, IATA  

IATA Announcements & Closing Remarks: Looking Ahead to 2026 and Beyond
Discover IATA’s upcoming cybersecurity initiatives, the introduction of new 
collaborative groups and their focus areas—highlighting opportunities to shape the 
future of aviation cybersecurity.
▪ Cameron Wright, Head of Aviation Cybersecurity Policy & Compliance, IATA

Adjourn

13h30 – 15h30

15h30 – 16h00

16h00 – 16h30

16h30 – 17h00

17h00 – 17h30

16h30 – 17h30
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